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Risk management 
 
Risk is “an uncertain event or condition that, if it occurs, has a positive or negative effect on 
a project’s objectives” [1]. It is important to mitigate risks as it allows more time and 
resources to be spent creating a product that fulfils the client’s needs rather than fixing 
avoidable errors. 
 
Risk identification: Potential risks were individually mind-mapped before being discussed in 
a structured group brain-storming session [2]. As people had time to think of risks first 
everyone had something to contribute making it a productive session. We then read 
numerous top ten risk lists [1] as well as Caper Jones’s software risks [2] and SEI’s risk 
taxonomy [3] to learn about common risks and added relevant ones to our risk register. 
 
Risk register: Based on research [4,5,6] we formatted our table with the following headings  
 

Heading Meaning Reason for including 
Risk ID Unique identifier for each risk Documents can reference the risk directly 
Risk type Project, product or technology 

[7] 
A way to categorise the different risks 

Description Explanation of the risk People understand the risk and its effects 
Likelihood How likely the risk is to occur A quantitative measurement to measure the 

scale of the risk. Combined to give a level 
of action needed. 

Severity Impact the risk would have on 
the project if it occurred [8] 

Urgency Level of action needed Prioritises risks determined from matrix 
below 

Mitigation Strategies to prevent and 
lesson the effects of risks 

Provides concrete action that we can take 
through the project to minimise that risk 

Owner Person who mitigates and 
manages the risk 

A risk owner increases the likelihood we will 
make decisions to minimise the risk. 

 
Terminology and classifications: Project risks covers risks that arise from problems within 
the group i.e member leaving the group, product risk includes risks that have a direct impact 
on the product i.e stakeholder’s needs changing while technology risks are risks to do with 
languages, methods, standards and project functionality [7]. Likelihood and severity is 
ranked on a scale of low (L) to high (H). Low means it is either highly unlikely/has little 
impact, medium means that the risk might happen/ will have a noticeable but not 
unmanageable impact, high means the risk is highly likely/will have a significant impact on 
our project. Likelihood and severity combined outlines how urgently action needs to be taken 
to minimise the risk and when and is determined from this matrix: 
k  

Risk assessment matrix High Severity Medium Severity Low Severity 
High likelihood High High Medium 

Medium likelihood High Medium Low 

Low likelihood Medium Low Low 
*High: Control risk immediately, Medium: Take action to reduce risk, Low: No action needed 
 
How risk ownership was allocated: Ownership of each risk was allocated based on each 
person’s role within the team, which tasks they are planning to work on in future 
assignments (see team organisation) and the total number of risks they have ownership of.  
 
Risk management: Risk management is a continuous process that ends once the project 
comes to an end [8]. Every three weeks we will conduct a risk review where we identify new 
risks, look over tracked risks, close irrelevant risks and assess our risk management 
strategy; this ensures we are constantly aware of, and attempting to mitigate, risks. We will 
track these changes using the change management log (see website [9]). 
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